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1
Introduction

TS 33.501 regarding the encoding of Home Public Key Output Scheme for Profile B specifies, the use of point compression. But there is later text about uncompressed output. CT6 TS 31.102, doesn’t make a reference to TS 33.501, but only refers to RFC 5480, where the support of the uncompressed form is a MUST and support of the compressed form is a MAY. This makes the implementation and interpretations contradictory. There is a need for 3GPP specifications TS 33.501 and TS 31.102 to be aligned.
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Discussion
2.1 TS 33.501 text regarding Profile B

Regarding the encoding of Home Public Key Output Scheme for Profile B, Clause C.3.4 clearly specifies, “Profile B shall use point compression to save overhead and shall use the Elliptic Curve Cofactor Diffie-Hellman Primitive (section 3.3.2 of [29]) to enable future addition of profiles with cofactor h ≠ 1. For curves with cofactor h = 1 the two primitives (section 3.3.1 and 3.3.2 of [29]) are equal”.

But C.4.4.1 has a sentence about uncompressed data.

C.4.4.1 IMSI-based SUPI
……………………..

“Otherwised uncompressed: '049AAB8376597021E855679A9778EA0B67396E68C66DF32C0F41E9ACCA2DA9B9D1D1F44EA1C87AA7478B954537BDE79951E748A43294A4F4CF86EAFF1789C9C81F'
…………………………

Observation 1: Within TS 33.501, there is some room for misinterpretation. It is better to be be unambigously clear, whether uncompressed mode is supported or not.
2.2 TS 31.102 text regarding Profile B

TS 31.102, clause 4.4.11.8
‘EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)’ contains following text, 

“The Home Network Public Key is coded in hexadecimal digits as described in IETF RFC 7748 [108] (for Protection Scheme Profile A) and in IETF RFC 5480 [107] (for Protection scheme Profile B). The length of the Home Network Public Key depends on the Protection Scheme and the form of the Home Network Public Key (e.g. compressed or uncompressed).“

Observation 2: Reference to TS 33.501 is missing in above text. Only RFC 5480 is referenced. This gives the impression that RFC 5480 is applicable completely.
2.3 RFC 5480 
 Under clause 2.2 Subject Public Key 
 “Implementations of Elliptic Curve Cryptography according to this

   document MUST support the uncompressed form and MAY support the

   compressed form of the ECC public key.” 

Observation 3: Supporting uncompressed form is a MUST and compressed form is a MAY requirement according to RFC 5480.
 3. Conclusion

There is a need for 3GPP specifications TS 33.501 and TS 31.102 to be aligned. Following actions are proposed.
1) Propose an LS to CT6 to refer to TS 33.501 and align the text in TS 31.102 clause 4.4.11.8. When RFCs are involved, not everything from the RFC is applicable as it is in SA3 specification, wherever deviations/exceptions are there SA3 specifies how to use the RFC. In this case, it is clear “Profile B shall use point compression to save overhead and shall use the Elliptic Curve Cofactor Diffie-Hellman Primitive (section 3.3.2 of [29]). “
2) Delete the Annex C.4.4.2 sentence 
“……… 
otherwise uncompressed: '0472DA71976234CE833A6907425867B82E074D44EF907DFB4B3E21C1C2256EBCD15A7DED52FCBB097A4ED250E036C7B9C8C7004C4EEDC4F068CD7BF8D3F900E3B4' “ 
CR S3-xxxxx is proposed for this.
